# On Max-Plus Algebra and Its Application on Image Steganography 

Kiswara Agung Santoso, Fatmawati, and Herry Suprajitno
https://doi.org/10.1155/2018/6718653
Volume 2018


## Journal Menu

About this Journal Abstracting and Indexing
Aims and Scope
Article Processing Charges Bibliographic Information Editorial Board
Editorial Workflow
Publication Ethics
Reviewer Resources Subscription Information Table of Contents

Special Issues Menu
Annual Issues
Open Special Issues
Published Special Issues
Special Issue Resources

Subscribe to
Table of Contents Alerts

## About this Journal

The Scientific World Journal is a peer-reviewed, Open Access journal that publishes original research, reviews, and clinical studies covering a wide range of subjects in science, technology, and medicine. The journal is divided into 81 subject areas.

The Scientific World Journal is archived in Portico, which provides permanent archiving for electronic scholarly journals, as well as via the LOCKSS initiative. It operates a fully open access publishing model which allows open global access to its published content. This model is supported through Article Processing Charges. For more information on Article Processing charges in general, click here.


The Scientific World Journal

The Scientific World Journal is included in many leading abstracting and indexing databases. For a complete list, click here.

The journal's most recent CiteScore is 1.43 according to the CiteScore 2018 metrics released by Scopus.


Acceptance


Final Decision


Publication

\$750 APC

## Featured Articles

- Investigation of Antioxidant and Antimicrobial Activities of Different Extracts of Auricularia and Termitomyces Species of Mushrooms Gebreselema Gebreyohannes, Andrew Nyerere, Christine Bii, and Desta B. Sbhatu
- Fetal Growth Restriction Prediction: How to Move beyond Debora F. B. Leite and Jose G. Cecatti
- Machine Learning Model for Imbalanced Cholera Dataset in Tanzania Judith Leo, Edith Luhanga, and Kisangiri Michael
- An Assessment of Heavy Metals Toxicity in Asian Clam, Corbicula fluminea, from Mekong River, Pa Sak River, and Lopburi River, Thailand Ai Yin Sow, Koh Han Dee, Seong Wei Lee, and Aweng A. L. Eh Rak
- Potential of Microbial Diversity of Coastal Sand Dunes: Need for Exploration in Odisha Coast of India Shubhransu Nayak, Satyaranjan Behera, and Prasad Kumar Dash
- Analytical Modeling and Simulation of an Electromagnetic Energy Harvester for Pulsating Fluid Flow in Pipeline
Sadia Bakhtiar and Farid Ullah Khan

|  |  |  |  |  |
| :--- | :--- | :--- | :--- | :--- |
| About Hindawi | Publish with Us | Work with Us | Legal |  |
| Meet the Team | Submit Manuscript | Publishers | Terms of Service |  |
| Contact Us | Browse Journals | Editors | Privacy Policy | Copyright |
| Blog | For Authors |  |  |  |



## Journal Menu

About this Journal
Abstracting and Indexing
Aims and Scope
Article Processing Charges Bibliographic Information Editorial Board
Editorial Workflow
Publication Ethics
Reviewer Resources Subscription Information
Table of Contents


Special Issues Menu
Annual Issues
Open Special Issues
Published Special Issues
Special Issue Resources

Subscribe to
Table of Contents Alerts

## Abstracting and Indexing

The following is a list of the Abstracting and Indexing databases that cover The Scientific World Journal published by Hindawi. For more information on how Hindawi makes your published work discoverable click here.

- Abstracts on Hygiene and Communicable Diseases
- Academic OneFile
- Academic Search Complete
- Access to Global Online Research in Agriculture (AGORA)
- AgBiotech Net
- AgBiotech News and Information
- AGRICOLA
- Agricultural Economics Database
- Agricultural Engineering Abstracts
- Agroforestry Abstracts
- Animal Behavior Abstracts
- Animal Breeding Abstracts
- Animal Production Database
- Animal Science Database
- Aquatic Science and Fisheries Abstracts (ASFA)
- Biocontrol News and Information
- Biofuels Abstracts
- Biological Sciences
- Biotechnology and BioEngineering Abstracts
- Botanical Pesticides
- CAB Abstracts
- Cabell's Directories
- Calcium and Calcified Tissue Abstracts
- Chemical Abstracts Service (CAS)
- CINAHL Plus with Full Text
- CNKI Scholar
- Crop Physiology Abstracts
- Crop Science Database
- Directory of Open Access Journals (DOAJ)
- EBSCO Discovery Service
- EBSCOhost Connection
- EBSCOhost Research Databases
- Ecology Abstracts
- EMBASE
- Engineering Research Database
- Entomology Abstracts
- Environment Abstracts
- Environmental Impact
- Environmental Sciences and Pollution Management
- Forest Science Database
- Genetics Abstracts
- Global Health
- Google Scholar
- Health and Safety Science Abstracts
- Helminthological Abstracts
- HINARI Access to Research in Health Programme
- Horticultural Science Abstracts
$\Rightarrow$ Index Medicus
- INSPEC
- J-Gate Portal
- MEDLINE
- Meteorological and Geoastrophysical Abstracts
- Nemrocriences Ahstracte
- Open Access Journals Integrated Service System Project (GoOA)
- Parasitology Database
- Plant Genetic Resources Abstracts
- Plant Genetics and Breeding Database
- Plant Protection Database
- Pollution Abstracts
- Primo Central Index
- ProQuest Advanced Technologies and Aerospace Collection
- ProQuest Agricultural Science Collection
- ProQuest Natural Science Collection
- ProQuest SciTech Premium Collection
- ProQuest Technology Collection
- Protozoological Abstracts
- PubMed
- PubMed Central
- Review of Medical and Veterinary Entomology
- Review of Medical and Veterinary Mycology
- Risk Abstracts
- Scopus
- Soil Science Database
- Soils and Fertilizers Abstracts
- Sustainability Science Abstracts
- Technology Research Database
- The Summon Service
- Tropical Diseases Bulletin
- Veterinary Bulletin
- Veterinary Science Database
- World Agricultural Economics and Rural Sociology Abstracts
- WorldCat Discovery Services
- Zentralblatt MATH Database (zbMATH)

All of Hindawis content is archived in Portico, which provides permanent archiving for electronic scholarly journals, as well as via the LOCKSS initiative.

| About Hindawi | Publish with Us | Work with Us | Legal |
| :--- | :--- | :--- | :--- |
| Meet the Team | Submit Manuscript | Publishers | Terms of Service |
| Contact Us | Browse Journals | Editors | Privacy Policy |
| Blog | For Authors |  | Copyright |
| Jobs |  |  |  |



## Bibliographic Information

Journal Menu
About this Journal
Abstracting and Indexing
Aims and Scope
Article Processing Charges
Bibliographic Information
Editorial Board
Editorial Workflow
Publication Ethics
Reviewer Resources
Subscription Information
Table of Contents
ISSN: 2356-6140 (Print)
ISSN: 1537-744X (Online)
DOI: 10.1155/8086

## Journal Title History

- The Scientific World Journal 2012-Current
- TheScientificWorldJOURNAL 2000-2011 (Title Changed)

Special Issues Menu
Annual Issues
Open Special Issues
Published Special Issues
Special Issue Resources

Subscribe to
Table of Contents Alerts

| About Hindawi | Publish with Us | Work with Us | Legal |
| :--- | :--- | :--- | :--- |
| Meet the Team | Submit Manuscript | Publishers | Terms of Service |
| Contact Us | Browse Journals | Editors | Privacy Policy |
| Blog | For Authors |  | Copyright |
| Jobs |  |  |  |


ournal Menu
About this Journal Abstracting and Indexing
Aims and Scope
Article Processing Charges Bibliographic Information Editorial Board
Editorial Workflow
Publication Ethics
Reviewer Resources
Subscription Information
Table of Contents

| Special Issues Menu |
| :--- |
| Annual Issues |
| Open Special Issues |
| Published Special Issues |
| Special Issue Resources |

Subscribe to
Table of Contents Alerts

## Editorial Board

The Editorial Board of the journal is organized into subject areas that correspond to the different research are: covered by the journal.

- Agronomy $>$ Evolutionary Biology $>$ Optics
- Allergy
- Gastroenterology
- Analytical Chemistry
- Genetics
- Genomics
$\rightarrow$ Geology
$\rightarrow$ Anesthesiology $>$ Geology
$\triangleright$ Astronomy $>$ Geophysic
- Atmospheric Sciences $>$ Geriatrics
- Atomic and Molecular Physics Hematology Pharmaceutics
- Biochemistry $>$ Hepatology $>$ Pharmacology
- Bioinformatics $>$ High Energy Physics $>$ Physical Chemistry
$\downarrow$ Biophysics $\downarrow$ Immunology $\downarrow$ Physiology
- Biotechnology $>$ Infectious Diseases $>$ Psychiatry
- Botany
- Cardiology
- Inorganic Chemistry $>$ Public Health
- Marine Biology $~$ Pulmonology
- Cell Biology $\quad$ Meteorology Radiology
- Computational Biology $>$ Microbiology $>$ Rehabilitation
- Condensed Matter Physics $>$ Molecular Biology $>$ Rheumatology
- Critical Care $\quad$ Molecular Imaging $>$ Soil Science

D Dentistry $~>$ Nephrology Structural Biology
D Dermatology $>$ Neurology $>$ Surgery
Developmental Biology $\quad$ Neuroscience Tissue Engineering
$\triangleright$ Ecology $>$ Nursing $>$ Toxicology

- Emergency Medicine $\downarrow$ Nutrition Urology
$\rightarrow$ Endocrinology $\quad$ Obstetrics and Gynecology> Vascular Medicine
$\rightarrow$ Energy $>$ Oceanography Veterinary Science
- Environmental Chemistry
- Epidemiology

Oceanography $\quad$ Virology

- Ophthalmology $\quad$ Zoology

| About Hindawi | Publish with Us | Work with Us | Legal |
| :--- | :--- | :--- | :--- |
| Meet the Team | Submit Manuscript | Publishers | Terms of Service |
| Contact Us | Browse Journals | Editors | Privacy Policy |
| Blog | For Authors |  | Copyright |
| Jobs |  |  |  |



| Journal Menu |
| :--- |
| About this Journal |
| Abstracting and Indexing |
| Aims and Scope |
| Article Processing Charges |
| Bibliographic Information |
| Editorial Board |
| Editorial Workflow |
| Publication Ethics |
| Reviewer Resources |
| Subscription Information |
| Table of Contents |
|  |
| Special Issues Menu |
| Annual Issues |
| Open Special Issues |
| Published Special Issues |
| Special Issue Resources |

## Editorial Board: Optics

## Academic Editors

- Claude Amła , Institut Fresnel Marseille, France
- Shoude Chang, National Research Council, Canada

PChi-Wai Chow , National Chiao Tung University, Taiwan

- Luca De Stefarło , National Research Council, Italy
- Weisheng Hu , Shanghai Jiao Tong University, China
- TaeWon Kartg , Dongguk University, Republic of Korea
- Vincent Laude , Institut FEMTO-ST / CNRS, France
- Jinsong Leng, Harbin Institute of Technology, China
- Rogério Nogueira, Instituto de Telecomunicações, Portugal
- Thomas Riell , The University of Wuppertal, Germany Jitendra Nath Roy, National Institute of Technology, India
Yuliya Semenowa , Dublin Institute of Technology, Ireland
- Antonio Teixeira, Universidade de Aveiro, Portugal
- Qiang Wur , Dublin Institute of Technology, Ireland
> Junsheng Yu , University of Electronic Science and Technology of China, China

|  |  |  |  |
| :--- | :--- | :--- | :--- |
| About Hindawi | Publish with Us | Work with Us | Legal |
| Meet the Team | Submit Manuscript | Publishers | Terms of Service |
| Contact Us | Browse Journals | Editors | Privacy Policy |
| Blog | For Authors |  | Copyright |
| Jobs |  |  |  |



Journal Menu
About this Journal Abstracting and Indexing Aims and Scope Article Processing Charges Bibliographic Information Editorial Board Editorial Workflow Publication Ethics Reviewer Resources Subscription Information Table of Contents

Special Issues Menu
Annual Issues
Open Special Issues
Published Special Issues
Special Issue Resources

Subscribe to Table of Contents Alerts

## Table of Contents [151-175 of 9,860 articles]

- Toxicological Assessment of Pseudospondias microcarpa (A. Rich.) Engl. Hydroethanolic Leaf Extract in Rats: Haematological, Biochemical, and Histopathological Studies, Donatus Wewura Adongo, Priscilla Kolibea Mante, Kennedy Kwami Edem Kukuia, Charles Kwaku Benneh, Robert Peter Biney, Eric Boakye Gyasi, Nicholas Akinwale Titiloye, and Eric Woode
Research Article (12 pages), Article ID 4256782, Volume 2018 (2018)
- On Max-Plus Algebra and Its Application on Image Steganography, Kiswara Agung Santoso, Fatmawati, and Herry Suprajitno
Research Article (9 pages), Article ID 6718653, Volume 2018 (2018)
- Mobilization of Fluids in the Intensive Treatment of Primary and Secondary Lymphedemas, Jose Maria Pereira de Godoy, Henrique Jose Pereira de Godoy, Thatiany Gracino de Marqui, Luis Cesar Spessoto, an Maria de Fatima Guerreiro Godoy
Clinical Study (4 pages), Article ID 6537253, Volume 2018 (2018)
- Evaluation of the Combined Effects of Heat and Lighting on the Level of Attention and Reaction Time: Climate Chamber Experiments in Iran, Zohreh Mohebian, Somayeh Farhang Dehghan, and Habiballah Dehghan
Research Article (7 pages), Article ID 5171582, Volume 2018 (2018)
- Factors Affecting Inpatient Mortality in Elderly People with Acute Kidney Injury, Muhammad Abdul Mabood Khalil, Safia Awan, Rabeea Azmat, Muhammad Ashhad Ullah Khalil, Nazish Naseer, and Jacksc Tan Clinical Study (6 pages), Article ID 2142519, Volume 2018 (2018)
- Prognostic Factors of Functional Recovery from Left Hemispheric Stroke, Siriphan Kongsawasdi, Jakkrit Klaphajone, Kanokwan Watcharasaksilp, and Pakorn Wivatvongvana
Research Article (7 pages), Article ID 4708230, Volume 2018 (2018)
- Association of Serum Level of 25-Hydroxy Vitamin D Deficiency and Pulmonary Function in Healthy Individuals, Maryam Moghaddassi, Marzieh Pazoki, Ahmad Salimzadeh, Tayeb Ramim, and Zahra Alipour
Research Article (6 pages), Article ID 3860921, Volume 2018 (2018)
- The DNA of Bacteria of the World Ocean and the Earth in Cosmic Dust at the International Space Statio T. V. Grebennikova, A. V. Syroeshkin, E. V. Shubralova, O. V. Eliseeva, L. V. Kostina, N. Y. Kulikova, O. E Latyshev, M. A. Morozova, A. G. Yuzhakov, I. A. Zlatskiy, M. A. Chichaeva, and O. S. Tsygankov Research Article (7 pages), Article ID 7360147, Volume 2018 (2018)
- The Probabilities of Trees and Cladograms under Ford's $\alpha$-Model, Tomás M. Coronado, Arnau Mir, and Francesc Rosselló
Research Article (7 pages), Article ID 1916094, Volume 2018 (2018)
- Optimization of Controlled Water and Nitrogen Fertigation on Greenhouse Culture of Capsicum annиur Youzhen Xiang, Haiyang Zou, Fucang Zhang, You Wu, Shicheng Yan, Xinyan Zhang, Jianke Tian, Shengcai Qiang, Haidong Wang, and Hanmi Zhou Research Article (11 pages), Article ID 9207181, Volume 2018 (2018)
- Factors Influencing Hemoglobin Variability and Its Association with Mortality in Hemodialysis Patients, Zeynep Bal, Bahar Gurlek Demirci, Suleyman Karakose, Emre Tutal, Mehtap Erkmen Uyar, Nurhan Ozdemir Acar, and Siren Sezer
Clinical Study (7 pages), Article ID 8065691, Volume 2018 (2018)
- Tristemma hirtum and Five Other Cameroonian Edible Plants with Weak or No Antibacterial Effects Modulate the Activities of Antibiotics against Gram-Negative Multidrug-Resistant Phenotypes, Gaëlle S. Nguenang, Armelle T. Mbaveng, Aimé G. Fankam, Hermione T. Manekeng, Paul Nayim, Brice E. N. Wamba, and Victor Kuete Research Article (12 pages), Article ID 7651482, Volume 2018 (2018)
- Use of Global Risk Score for Cardiovascular Evaluation of Rural Workers in Southern Brazil, Marta Regina Cezar-Vaz, Clarice Alves Bonow, Marlise Capa Verde Almeida de Mello, Daiani Modernel Xavier
- HER-2 Protein Overexpression in Patients with Gastric and Oesophageal Adenocarcinoma at a Tertiary Care Facility in Ghana, David Larbi Simpong, Richard Harry Asmah, Cecilia Krampah, Patrick Kafui Akakpo, Patrick Adu, Du-Bois Asante, Simon Naporo, Andrew Anthony Adjei, and Richard Kwasi Gyasi Research Article (6 pages), Article ID 1564150, Volume 2018 (2018)
- Thermal Wavelength Measurement of Nanofluid in an Optical-Fiber Thermal Wave Cavity Technique to Determine the Thermal Diffusivity, Monir Noroozi, Bijan Mohammadi, Shahidan Radiman, and Azmi Zakaria Research Article (9 pages), Article ID 9458952, Volume 2018 (2018)
- Profiling of the Major Phenolic Compounds and Their Biosynthesis Genes in Sophora flavescens Aiton, Jeongyeo Lee, Jaeeun Jung, Seung-Hyun Son, Hyun-Bi Kim, Young-Hee Noh, Sung Ran Min, Kun-Hyan Park, Dae-Soo Kim, Sang Un Park, Haeng-Soon Lee, Cha Young Kim, Hyun-Soon Kim, Hyeong-Kyu Le and HyeRan Kim Research Article (9 pages), Article ID 6218430, Volume 2018 (2018)
- Sequential Extractions and Toxicity Potential of Trace Metals Absorbed into Airborne Particles in an Urban Atmosphere of Southwestern Nigeria, Emmanuel Gbenga Olumayede and Thompson Faraday Ediagbonya
Research Article (9 pages), Article ID 6852165, Volume 2018 (2018)
- Relationship between Angular Measurements and Facial Shape of Young Ivorians with Normal Dental Occlusion, Moussa Diomande, Jean-Bertin Beugre, Mariam Konaté Kady Koueita, and Frédéric Vaysse Research Article (8 pages), Article ID 6395910, Volume 2018 (2018)
- Population Viability Analysis of the Endangered Roan Antelope in Ruma National Park, Kenya, and Implications for Management, Johnstone K. Kimanzi
Research Article (9 pages), Article ID 6015694, Volume 2018 (2018)
- Alpinia Essential Oils and Their Major Components against Rhodnius nasutus, a Vector of Chagas Diseas Thamiris de A. de Souza, Marcio B. P. Lopes, Aline de S. Ramos, José Luiz P. Ferreira, Jefferson Rocha de A. Silva, Margareth M. C. Queiroz, Kátia G. de Lima Araújo, and Ana Claudia F. Amaral Research Article (6 pages), Article ID 2393858, Volume 2018 (2018)
- No Relation between Psoriasis and Renal Abnormalities: A Case-Control Study, Zohreh Tehranchinia, Esmat Ghanei, Nahid Mohammadi, Masoud Partovi-Kia, Hoda Rahimi, and Nikoo Mozafari Research Article (5 pages), Article ID 5301631, Volume 2018 (2018)
- Experimental Investigation of Concrete Runway Snow Melting Utilizing Heat Pipe Technology, Fengcheı Chen, Xin Su, Qing Ye, and Jianfeng Fu
Research Article (6 pages), Article ID 4343167, Volume 2018 (2018)
- Conservation Status of the Family Orchidaceae in Spain Based on European, National, and Regional Catalogues of Protected Species, Daniel de la Torre Llorente Review Article (18 pages), Article ID 7958689, Volume 2018 (2018)
- Systematic and Empirical Study of the Dependence of Polyphenol Recovery from Apricot Pomace on Temperature and Solvent Concentration Levels, Dina Cheaib, Nada El Darra, Hiba N. Rajha, Richard G. Maroun, and Nicolas Louka
Research Article (13 pages), Article ID 8249184, Volume 2018 (2018)
- Nutrient and Antinutrient Compositions and Heavy Metal Uptake and Accumulation in S. nigrum Cultivated on Different Soil Types, Adijat Funke Ogundola, Callistus Bvenura, and Anthony Jide Afolaya Research Article (20 pages), Article ID 5703929, Volume 2018 (2018)
«previous 25 articles next 25 articles

|  |  |  |  |
| :--- | :--- | :--- | :--- | :--- |
| About Hindawi | Publish with Us | Work with Us | Legal |
| Meet the Team | Submit Manuscript | Publishers | Terms of Service |
| Contact Us | Browse Journals | Editors | Privacy Policy |
| Blog | For Authors |  | Copyright |
| Jobs |  |  |  |
|  |  |  |  |
|  |  |  |  |

# On Max-Plus Algebra and Its Application on Image Steganography 

Kiswara Agung Santoso, ${ }^{1}$ Fatmawati ${ }^{(1),}{ }^{2}$ and Herry Suprajitno ( ${ }^{2}$<br>${ }^{1}$ Department of Mathematics, Faculty of Mathematics and Natural Science, Jember University, Kampus Bumi Tegal Boto, Jl. Kalimantan 37, Jember 68121, Indonesia<br>${ }^{2}$ Department of Mathematics, Faculty of Science and Technology, Universitas Airlangga, Kampus C, Jl. Mulyorejo, Surabaya 60115, Indonesia<br>Correspondence should be addressed to Fatmawati; fatma47unair@gmail.com

Received 21 December 2017; Revised 22 March 2018; Accepted 28 March 2018; Published 15 May 2018
Academic Editor: Chi-Wai Chow
Copyright © 2018 Kiswara Agung Santoso et al. This is an open access article distributed under the Creative Commons Attribution License, which permits unrestricted use, distribution, and reproduction in any medium, provided the original work is properly cited.


#### Abstract

We propose a new steganography method to hide an image into another image using matrix multiplication operations on maxplus algebra. This is especially interesting because the matrix used in encoding or information disguises generally has an inverse, whereas matrix multiplication operations in max-plus algebra do not have an inverse. The advantages of this method are the size of the image that can be hidden into the cover image, larger than the previous method. The proposed method has been tested on many secret images, and the results are satisfactory which have a high level of strength and a high level of security and can be used in various operating systems.


## 1. Introduction

Recently information systems are developing very quickly, especially information systems through the Internet. It happens because the Internet can be accessed by anyone, anytime, and anywhere. Access to information through the Internet does not always bring benefits but also risks to the accuracy of information. This risk is vulnerable when information is accessible by hackers.

Many efforts have been made to protect data transferred over the Internet, including encryption (protecting data before being transferred over the Internet) and authentication (verifying whether the received data is the same as the sent data). There is knowledge or art of data protecting transferred over the Internet, that is, cryptography (data encoding) and steganography (data disguise). The data to be discussed in this paper is image data.

Many steganography methods in protecting information into an image have been published. The data or information that is hidden into an image can be text data or image data. Generally, to hide text data or image data into another image, the original text and original image should be converted into
binary digits (bits). Then each digit of the original image or original text is substituted into the last bit of the cover image pixel. By using this method, information could be hidden into the cover image with little difference between the image stego image and the cover image. In this algorithm, every character (for text) or pixel (for image) is hidden into three pixels of cover image. The consequence of this method is, for the text data, the maximum number of characters that can be hidden into the cover image is one-third of the total pixels of the cover image. For image data, the image size that can be hidden into the cover image is one-third the size of the cover image (either long or wide).

In modern world, all information communication is done online. It causes the security system when data transfer becomes very important. Steganography has its own mechanism in data protecting [1, 2]. In steganography, the information to be sent is hidden into other media, so that no one knows where the information is hidden. Watermarks and fingerprints are two technologies related to steganography, where steganography tends to hide data in other media [3].

Currently research on image encoding generally focuses on the following aspects: image encoding with spatial domains,
image coding with domain transformation, image coding based on neural network, chaotic image coding, image coding based on cellular automata, and quantum technology [4]. In cryptography, encoding is the process of transforming information using certain algorithms that make it unreadable by anyone except the one who knows the special information, commonly called a key. The result of this process is called encrypted information [5]. Bouquard et al. have introduced the image encoding algorithm using affine transformation [6]. In this algorithm, the encryption and decryption process pass through two stages; that is, the first stage encodes the image using XOR operations with four key bits and the second stage encodes the encoded image using affine transformation. The conclusion of the study states that the correlation of pixel values between the original image and the encrypted image decreased after transforming the affine transform.

Tom has implemented data disguise using stenographic techniques. To make the technique safer they added a level of security by applying cryptography to confidential data before using steganography [7]. For cryptography, they use the Caesar algorithm while for steganography they use the adjacent pixel differences algorithm. Kulkarni and Jatgap substituted secret messages using a 14 -square substitution algorithm [8]. Once the text was substituted, then this message was encoded with the RSA algorithm. The next step, this encoded message was hidden into an image by LSB (Least Significant Bit) method. This image works as a carrier file, which will be sent to the recipient. The receiver decrypts to get the original message by performing the same method but in reverse order. Here, it appears that they do two coding techniques, so the system becomes more powerful and secure in the face of hacker attacks. This technique makes it difficult for the troublemakers to manipulate the image and takes a long time to encrypt the message, so it is safe from various attacks through the Internet network.

In measuring quality of an image objectively, some data are statistically calculated to determine quality of the reconstruction image. Image quality could be seen from how close the relationship of image forming pixels or by looking at how much the difference in pixel values are statistically distributed. In general, to compare two images, one could use mean square error (MSE) and Peak to Signal Noise Ratio (PSNR) [ 9,10$]$. Choudhary applied the optimization process to a stego image by using the LSB method, so that quality of the stego can get better with lower computational complexity [11]. MSE between stego image and cover image can be derived. Experimental results show that visually the stego image cannot be distinguished from the cover image. The results also showed improvement compared to the previous one.

In this paper, we propose a new steganography method to hide an image into another image using matrix multiplication operations on max-plus algebra. This is especially interesting because the matrix used in encoding or information disguises generally has an inverse, whereas matrix multiplication operations in max-plus algebra do not have an inverse. Another advantage of this method is the size of the image that can be hidden into the cover image which is greater than using the previous method.

## 2. Max-Plus Algebra

Max-plus algebra can be used to model disk events related to synchronization and time delays. The application of this theory has a very strong association with production problems [12, 13].

The max-plus algebra [7] is a sequential pair $(R, \oplus, \otimes)$, where $R$ is the set of all real numbers, whereas $\oplus$ and $\otimes$ are binary operations on $R$ defined as

$$
\begin{align*}
& a \oplus b=\max (a, b)  \tag{1}\\
& a \otimes b=a+b
\end{align*}
$$

for every $a, b \in R$. Operations $\oplus$ and $\otimes$ are extensions of matrices and vectors in the same way as conventional linear algebra.

In the max-plus algebra [6], the matrix multiplier $A \otimes B$ is defined as follows: for any matrix $A \in R^{m \times p}, B \in R^{p \times n}$, we can obtain matrix $C \in R^{m \times n}$ by the formula

$$
\begin{equation*}
c_{i j}=\bigoplus_{k=1}^{p}\left(a_{i k} \otimes b_{k j}\right) \tag{2}
\end{equation*}
$$

for $i=1, \ldots, m, j=1, \ldots, n$. For a square matrix with degree $k$, matrix $A \in R^{n \times n}$ denoted by $A(k)$ and was defined by recursive operation on $k=2,3, \ldots$ :

$$
\begin{equation*}
A(k)=A \otimes A^{(k-1)} \tag{3}
\end{equation*}
$$

The set of $R_{\max }$ with operations $\oplus$ and $\otimes$ is called max-plus algebra and denoted by $R_{\max }=\left(R_{\max }, \oplus, \otimes, \varepsilon, e\right)$. As conventional algebra, operations $\otimes$ have a higher priority than $\oplus$. For example, operation $5 \otimes-9 \oplus 7 \otimes 1$ has an understanding like $(5 \otimes-9) \oplus(7 \otimes 1)$.

Note that $(5 \otimes-9) \oplus(7 \otimes 1)=8$, where $5 \otimes(-9 \oplus 7) \otimes 1=13$.
In addition, there is $-\infty$ such that $\max (a,-\infty)=$ $\max (-\infty, a)=a$ and $a+(-\infty)=-\infty+a=-\infty$. For any $a \in R_{\text {max }}$, there is a small number $\varepsilon$ such that

$$
\begin{align*}
& a \oplus \varepsilon=\varepsilon \oplus a=a  \tag{4}\\
& a \otimes \varepsilon=\varepsilon \otimes a=\varepsilon
\end{align*}
$$

Let $A \in R_{\varepsilon}{ }^{n \times n}$ and $b \in R_{\varepsilon}{ }^{n}$. In general, the system of linear equations in max-plus algebra will have no solution, if $A$ is square matrix or if the number of columns in $A$ is more than the number of rows in $A$. Therefore, subsolutions concepts are introduced [7].

Operator $\otimes$ is a commutative operator. Except 0 , every element has an inverse. The inverse of $x$ is denoted by $x^{-1}$ or $1 / x$. More precisely, we denote $x / y$ or $x \otimes y^{-1} . x \otimes y$ multiplication could be denoted by $x y$. The operator allows it to be expanded to a $m \times m$ matrix on $R_{\max }$ [14].

Let $A$ and $B$ be two matrices of $m \times m$, operator $\oplus$, and we define

$$
\begin{align*}
& {[A \oplus B]_{i, j}=A_{i, j} \oplus B_{i, j}, \quad \forall(i, j) \in\{1, \ldots, m\}^{2},} \\
& {[A \otimes B]_{i, j}=\bigoplus_{k=1}^{m} A_{i, k} \otimes B_{k, j}, \quad \forall(i, j) \in\{1, \ldots, m\}^{2}} \tag{5}
\end{align*}
$$

Table 1: The difference between text encoding and image encoding.

| Type | Secret data | Encrypt data | Remarks |
| :--- | :---: | :---: | :---: |
| Text | CSEMCKVIE | DTENDLWJF | Different |
| Image (RGB) |  |  | $P_{1}$ and $P_{2}$ are different, but visually <br> they are difficult to distinguish |
| Image (Gray) | $\operatorname{Pixel}\left(P_{1}\right)=(24,45,233)$ | $P_{1}$ and $P_{2}$ are different, but visually <br> they are difficult to distinguish |  |



Figure 1: MSB and LSB bit.

It is not difficult to prove that the $m \times m$ matrix exists in $R_{\text {max }}$. Based on the triangular matrix $A$ of size $m \times m$, where $A_{i, j}=0$ for $i>j$, it is indicated that the set of $m \times m$ triangular matrices exists in $R_{\max }$, but the operator $\otimes$ is not commutative. Furthermore, not all elements in max-plus algebra have inverse [6].

## 3. Literature Review

The image data character is very different from the text data because an image contains very large data, and all data has a very strong relationship and contains very high data loops [15].

Conceptually, the difference between text data and image data can be seen in Table 1.

An image is defined as a two-dimensional function, $f(x, y)$, where $x$ and $y$ are spatial coordinates and $f$ is the light intensity at coordinates $(x, y)$ known as the gray degree. An image is called a digital image if, in position $(x, y)$, there is an amplitude value. A digital image constitutes a finite number of elements, each of which has a particular location and a particular value. These elements are called picture elements or images of elements or pixels [16].

The pixel of an image can be converted into 8 binary digits (bits). The first to fourth bit is called LSB (Least Significant Bit) where the bit value changes in this position have no impact on the image. The fifth to eighth bit is called MSB (Most Significant Bit), where changes in bit values in this position have an effect on image. Figure 1 shows the bit positions of MSB and LSB.

The maximum deviation of an image can be found by making a grayscale histogram and calculating its area. The larger the deviation is, the better the encoding will be. To find the area of deviation image can be seen from the following formula [17]:

$$
\begin{equation*}
L=\frac{h_{0}+h_{255}}{2}+\sum_{i=1}^{254} h_{i} \tag{6}
\end{equation*}
$$



Figure 2: 1D array representation.

Here,
$L$ is the area of deviation;
$h_{i}$ is the number of pixels that have gray degree; $i$ is the value of pixels.

A simple example of hiding data into an image is called insertion of least significant bit (LSB). For 24-bit colored images, the number of changes will be minimized so that it is difficult to distinguish by the human eye. For example, suppose we have three adjacent pixels (nine bytes) by using RGB encoding. Suppose we will hide data 101101101. Put 9 bits of data in the LSB position, so the following pixels are obtained (bold font shows the changed bits):

$$
\begin{array}{lll}
10010101 & 00001101 & 11001001 \\
10010110 & 00001111 & 11001010  \tag{7}\\
10011111 & 00010000 & 11001011
\end{array}
$$

Based on the formula, here is a snippet of the steganography process (see Figure 2).

Application of stenographic LSB uses secret key. Kulkarni and Jatgap [8] take a binary representation to hide information and replace the LSB of each cover image bit. Here, a secret key is introduced to protect the hidden information by using the formula:

Cover image + secret key + hidden information
= stego image.

To hide information, one should use cover image. Cover image is divided into three matrices (Red, Green, and Blue). Secret key is converted to 1D bit stream array. Secret key and

Red matrix are used as decision-makers to replace hidden information into the Green matrix or Blue matrix. Every bit of the secret key is operated by operators XOR with every LSB bit on the Red matrix. The result of the XOR operation is used to determine the bit of the hidden information to be replaced in the Green matrix LSB or the Blue matrix. The same process is done until all information is successfully hidden [18]. In this method, every character (plain text) or every pixel (plain image) is hidden into three pixels of cover image. As a consequence of this method, for plain text, the maximum number of characters that can be hidden into the cover image is $1 / 3$ of the total pixel cover image. The maximum size of plain image that can be hidden is $1 / 3$ of the size of the cover image (for length and width).

In the previous method, it is required that the size of the secret image should be smaller than the size of the cover image. In this article, we propose a new method so that the size of the secret image can be increased to the same size as the cover image.

## 4. The Proposed Method

The following algorithm is how to hide secret image into another image with maximal size equal to cover image size:
(1) Convert pixels from secret image and cover image into bitwise form.
(2) Change the MSB from the pixel cover to the $2 \times 2$ matrix form.
(3) Find the secret image matrix using
(a) $S R_{(i, j)}=R_{(i, j)} \otimes G_{(i, j)}$,
(b) $S G_{(i, j)}=G_{(i, j)} \otimes B_{(i, j)}$,
(c) $S B_{(i, j)}=B_{(i, j)} \otimes R_{(i, j)}$,
where
$R_{(i, j)}$ is the MSB of cover image matrix on the Red layer at position $(i, j)$,
$G_{(i, j)}$ is the MSB of cover image matrix on the Green layer at position $(i, j)$,
$B_{(i, j)}$ is the MSB of cover image matrix on the Blue layer at position $(i, j)$.
(4) Substitute the MSB secret image into the LSB stego image with the following rules:
(a) If $a_{11}>a_{12}$, then substitute the first bit of $\mathrm{MSB}_{\text {si }}$ into the second bit of $\mathrm{LSB}_{\mathrm{ci}}$ and substitute the second bit of $\mathrm{MSB}_{\mathrm{si}}$ to the first bit of $\mathrm{LSB}_{\mathrm{ci}}$.
(b) If $a_{11} \leq a_{12}$, then substitute the first bit of $\mathrm{MSB}_{\text {si }}$ into the first bit of LSBci and substitute the second bit of $\mathrm{MSB}_{\mathrm{si}}$ into the second bit $\mathrm{LSB}_{\mathrm{ci}}$.
(c) If $a_{21}>a_{22}$, then substitute the third bit of $\mathrm{MSB}_{\text {si }}$ into the fourth bit of $\mathrm{LSB}_{\mathrm{ci}}$ and substitute the fourth bit of $\mathrm{MSB}_{\mathrm{si}}$ into the third bit of $\mathrm{LSB}_{\mathrm{ci}}$.
(d) If $a_{21}<a_{22}$, then substitute the third bit of $\mathrm{MSB}_{\text {si }}$ into the third bit of $\mathrm{LSB}_{\mathrm{ci}}$ and substitute the fourth bit of $\mathrm{MSB}_{\mathrm{si}}$ into the fourth bit of $\mathrm{LSB}_{\mathrm{ci}}$.

Table 2: Example data.

| Image | Layer | Value | Bit | MSB | LSB |
| :--- | :---: | :---: | :---: | :---: | :---: |
| Secret image | Red | 79 | 00010001 | 0001 | 0001 |
|  | Green | 108 | 01101100 | 0110 | 1100 |
|  | Blue | 205 | 11001101 | 1100 | 1101 |
| Cover image | Red | 28 | 00011100 | 0001 | 1100 |
|  | Green | 104 | 01101000 | 0110 | 1000 |
|  | Blue | 146 | 10010010 | 1001 | 0010 |

Here
$a_{i j}$ is the element of matrix of the secret image at row $I$ and column $j$.
$M S B_{s c}$ is the MSB of secret image.
$L_{S B}$ is the LSB of stego image.
For more details, the proposed coding system can be illustrated through the flowchart as in Figure 3.

Here is an algorithm to display the secret image of the stego image.
(1) Convert pixels of stego image into 8-bit form.
(2) Calculate the secret image matrix by
(a) $S R_{(i, j)}=R_{(i, j)} \otimes G_{(i, j)}$,
(b) $S G_{(i, j)}=G_{(i, j)} \otimes B_{(i, j)}$,
(c) $S B_{(i, j)}=B_{(i, j)} \otimes R_{(i, j)}$.

Here
$R_{(i, j)}$ is the LSB of stego image matrix on the
Red layer at position $(i, j)$.
$G_{(i, j)}$ is the LSB of stego image matrix on Green layer at position $(i, j)$.
$B_{(i, j)}$ is the LSB of stego image matrix on the Blue layer at position $(i, j)$.
(3) Exchange LSB bitwise LSB of stego image with the following rules:
(a) If $a_{11}>a_{12}$, then exchange the first bit with the second bit.
(b) If $a_{21}>a_{22}$, then exchange the third bit with the fourth bit.
Here $a_{i j}$ is the matrix element of the secret image matrix on the row $I$ and column $j$.
(c) Convert LSB and MSB from the stego image.
(d) Exchange bit 1 with bit 5 .
(e) Exchange bit 2 with bit 6.
(f) Exchange bit 3 with bit 7.
(g) Exchange bit 4 with bit 8.

For more details, decryption algorithm that can be made through the flowchart as in Figure 4.

In Table 2, the example pixel data from the secret image and the cover image is presented.


Figure 3: Flowcharts to hide the secret image into the cover image.

We process the following operations: $S R=R \otimes G S G=$ $G \otimes B S B=B \otimes R:$

$$
\begin{align*}
& S R=\left(\begin{array}{ll}
0 & 0 \\
0 & 1
\end{array}\right) \otimes\left(\begin{array}{ll}
0 & 1 \\
1 & 0
\end{array}\right)=\left(\begin{array}{ll}
1 & 1 \\
2 & 1
\end{array}\right), \\
& S G=\left(\begin{array}{ll}
0 & 1 \\
1 & 0
\end{array}\right) \otimes\left(\begin{array}{ll}
1 & 0 \\
0 & 1
\end{array}\right)=\left(\begin{array}{ll}
1 & 2 \\
2 & 1
\end{array}\right),  \tag{9}\\
& S B=\left(\begin{array}{ll}
1 & 0 \\
0 & 1
\end{array}\right) \otimes\left(\begin{array}{ll}
1 & 0 \\
0 & 1
\end{array}\right)=\left(\begin{array}{ll}
2 & 1 \\
1 & 2
\end{array}\right) .
\end{align*}
$$

In the matrix column in Table 3, if element of the left matrix is larger than element of the right matrix, then the element will be exchanged. The results of the operation process in Table 3 are given in Table 4.

## 5. Experimental Results and Analysis

To test our method, an experiment was performed. Here the test is done by using a laptop with microprocessor core i3 and Microsoft Windows 10 operating system. Computer program was created by using MATLAB R2016b and it applied to an image of good quality. The results of our algorithm are shown

Table 3: Operation process.

| Secret image |  | Matrix | Stego image |  |
| :--- | :---: | :---: | :---: | :---: |
| MSB | Process |  | Process |  | LSB |  |  |  |  |
| :--- | :---: | :---: | :---: |
| 0001 | 00 | $S R:\binom{a_{11}=a_{12}}{a_{21}>a_{22}}$ | 00 |
| 10 | 0010 |  |  |
| 0110 | 01 | $S G:\binom{a_{11}<a_{12}}{a_{21}>a_{22}}$ | 01 |
|  | 10 | 01 | 0101 |
| 1100 | 11 | $S B:\binom{a_{11}=a_{12}}{a_{21}<a_{22}}$ | 11 |

in Figure 5. We use the balloon image as a secret image and carrot image as the cover image. Cover image and secret image have the same size that is $163 \times 133$.

Figure 5 shows that the stego image (Figure 5(c)) is similar to the cover image (Figure 5(a)), although visually inside the cover image contains a secret image (Figure 5(b)). The result of stego image has a size of $163 \times 133$. It is proved that this method can hide the secret image that has size as same as the cover image. This needs to be demonstrated by using statistical analysis. Therefore, an ideal encoding must have power when there is an attack through its statistical model.


Figure 4: Flowchart to display the secret image of the stego image.
Table 4: The results.

| Image | Layer | Value | Bit | MSB | LSB | Matrix |
| :---: | :---: | :---: | :---: | :---: | :---: | :---: |
| Cover | $R$ | 28 | 00011100 | 0001 | 1100 | $R=\left(\begin{array}{ll}1 & 0 \\ 0 & 1\end{array}\right)$ |
|  | G | 104 | 01101000 | 0110 | 1000 | $G=\left(\begin{array}{ll}0 & 1 \\ 1 & 0\end{array}\right)$ |
|  | B | 146 | 10010010 | 1001 | 0010 | $B=\left(\begin{array}{ll}1 & 0 \\ 0 & 1\end{array}\right)$ |
| Secret | $R$ | 79 | 00010001 | 0001 | 0001 | $S R=\left(\begin{array}{ll}1 & 1 \\ 2 & 1\end{array}\right)$ |
|  | G | 108 | 01101100 | 0110 | 1100 | $S G=\left(\begin{array}{ll}1 & 2 \\ 2 & 1\end{array}\right)$ |
|  | B | 205 | 11001101 | 1100 | 1101 | $S B=\left(\begin{array}{ll}2 & 1 \\ 1 & 2\end{array}\right)$ |
| Stego | $R$ | 18 | 00010010 | 0001 | 0010 |  |
|  | G | 101 | 01100101 | 0110 | 0101 |  |
|  | B | 156 | 10011100 | 1001 | 1100 |  |


(a) Cover Image

(b) Secret Image

(c) Stego Image

Figure 5: Experimental result.


Figure 6: Histogram analysis.

To prove the power of this proposed method, we performed a statistical analysis by displaying a histogram and computing the correlation coefficient between two neighboring pixels on the cover image and stego image.

The abscissa histogram shows the pixel value and the ordinate showing the frequency or how often the pixel value appears. The histogram of the cover image shown in Figure 6(a) has a larger area. This area shows how often the pixel value appears in an image. Histogram of the secret image shown in Figure 6(b) has a smaller area. This shows that the cover image is clearer than the secret image. Histogram of the stego image shown in Figure 6(c) has a pattern similar to the cover image. This shows that the cover image has not significantly changed.

In addition to histogram analysis, we also analyze the correlation coefficients of two vertically neighboring pixels, two horizontally neighboring pixels, and two pixels diagonally adjacent to the stego image and cover image. First, we select 10000 pixels on a neighboring image. Then we calculate the correlation coefficient with the following formula:

$$
\begin{align*}
\operatorname{cov}(x, y) & =E(x-E(x))(y-E(y)) \\
r_{x y} & =\frac{\operatorname{cov}(x, y)}{\sqrt{D(x)} \sqrt{D(y)}} \tag{10}
\end{align*}
$$

Here, $x$ and $y$ are the values of two neighboring pixels. In numerical computation, the correlation coefficient can be calculated using the following formula [19]:

Table 5: The correlation coefficient.

| Image | Horizontal | Vertical | Diagonal |
| :--- | :---: | :---: | :---: |
| Cover | 0.97028 | 0.91432 | 0.97337 |
| Stego | 0.96014 | 0.91039 | 0.92923 |

$$
\begin{align*}
E(x) & =\frac{1}{N} \sum_{i=1}^{N} x_{i} \\
D(x) & =\frac{1}{N} \sum_{i=1}^{N}\left(x_{i}-E(x)\right)^{2},  \tag{11}\\
\operatorname{cov}(x, y) & =\frac{1}{N} \sum_{i=1}^{N}\left(x_{i}-E(x)\right)\left(y-E\left(y_{i}\right)\right) .
\end{align*}
$$

Based on the proposed method, the correlation coefficient between two vertically neighboring pixels for the cover image and stego image is 0.91432 and 0.91039 , respectively. Similarity of the results to the vertical and diagonal directions is shown in Table 5. It is apparent in Table 5 that there is a strong correlation between two neighboring pixels, or in other words the stego image and cover image are difficult to distinguish.

In the image processing mean square error (MSE) is often used to determine how big the image quality difference between before and after coding process. The formula is presented as follows [15]:

$$
\begin{equation*}
\mathrm{MSE}_{\text {image }}=\frac{1}{M N} \sum_{y=1}^{M} \sum_{x=1}^{N}\left|I(x, y)-I^{\prime}(x, y)\right|^{2}, \tag{12}
\end{equation*}
$$



Figure 7: Encoding by max-plus algebra.


Figure 8: Encoding by previous method.
where
$M$ is the length of image (in pixel),
$N$ is the width of image (in pixel),
$I(x, y)$ is the initial image pixel value,
$I^{\prime}(x, y)$ is the resulting image pixel value.
Based on the calculation, the MSE between the cover image and stego image is 361.7734

Improving the visual quality of digital image can be subjective. Saying that one method provides better quality image could vary from person to person. Using same tests images, different image enhancement algorithm can be compared by peak signal to noise ratio (PSNR). The mathematical representation of the PSNR is as follows:

$$
\begin{equation*}
\operatorname{PSNR}=20 \log _{10}\left(\frac{\mathrm{MAX}_{f}}{\sqrt{\mathrm{MSE}}}\right) \tag{13}
\end{equation*}
$$

where $\mathrm{MAX}_{f}$ is the maximum signal value that exists in our original "known to be good" image. Two identical images will have a zero MSE value and an infinite PSNR value so the smaller the difference between the two images, the smaller the MSE value and the larger the PSNR value [19].

From the calculation results obtained PSNR for cover image is 21.8295 and PSNR for stego image is 21.8142 . Here it looks very small value difference so it can be said that the image between cover image and stego image is similar. With this similar result it can be said that the coding result goes well.

Based on analysis of time, this algorithm has the time complexity $O(n)$. This shows that the algorithm has execution time that increases linearly according to the number of pixels (image size).

Comparison of Max-Plus Methods and Previous Methods. To compare the proposed coding method with the previous


Figure 9: Decoding by max-plus algebra.
coding method, we use koala image $(1024 \times 768)$ as a secure image and tulips image $(1024 \times 768)$ as cover image.

From Figures 7 and 8, we can see that the encoding between the max-plus and the previous method produces the same stego image. Both methods can be used to hide the secret image that has same image size between the secret image and the cover image. Figures 9 and 10 show the results of decoding by max-plus and previous methods. Hence, we conclude that the decoding process of the Max-Plus method can return the stego image same as the secret image, while in the previous method it cannot return the stego image to the secret image perfectly but only a quarter of the part. It makes the previous method display a quarter of the secret image during the description process.

## 6. Conclusions

The proposed method has been tested on many secret images, and the results are satisfactory which have a high level of strength and a high level of security and it can be used in various operating systems. A pixel of the secret image is hidden in a cover image pixel by matrix multiplication operations in max-plus algebra, so that the message becomes safer. Maximum secret image size that can be hidden is the same as the size of cover image. This is the novelty of this


Figure 10: Decoding by previous method.
method where, in the previous method, size of secret image is always smaller than the cover image. In our future research, we will construct an algorithm to hide a text into an image by using max-plus algebra.
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